
LAw OFFICES

BLOOSTON, MORDKOFSKY, DICKENS, DUFFY & PRENDERGAST, LLP
2120 L STREET, NW

WASHINGTON, DC 20037

HAROLD MORDKOFSKY
BENJAMIN H. DICKENS, JR.
JOHN A, PRENDERGAST
GERARD J. DUFFY
RiCHARD D. RUBINO
MARY J. SISAK
D. CARY MITCHELL
SALVATORE TAILLEFER, JR.

ARTHUR BLOOSTON
1914-1999

(202) 659-0830
FACSIMILE: (202) 828-5568

September 25, 2008

AFFILIATED SOUTH AMERICAN OFFiCES

ESTUDIO JAUREGUI & ASSOCIATES

BUENOS AIRES, ARGENTINA

ROBERT M. JACKSON
OF COUNSEL

PERRYW. WOOFTER
LEGISLATIVE CONSULTANT

EUGENE MALISZEWSKYJ
DIRECTOR OF ENGINEERING

Wnll'ER'S CONTACT INFORMATION

(202) 828-5519

Marlene H. Dortch, Secretary
Office of the Secretary
Federal Communications Commission
445 12th Street, S.W.
Washington, DC 20554

Re: Omnicom Paging Plus, LLC
Section 64.2009(e) CPNI Certification Filing
EB-08-TC-4901
Request for Waiver

Dear Ms. Dortch:

Omnicom Paging Plus, LLC ("Omnicom"), by its attorneys, hereby submits its annual
CPNI Certification for 2007, and a request for a waiver of section 64.2009(e) of the
Commission's rules.

For the reasons set forth in its response to the FCC's CPNI Inquiry dated September 5,
2008 (File No. EB-08-TC-490 1), which is incorporated herein as iffully set forth, Omnicom
hereby requests a waiver of Rule Section 64.2009(e) to permit the late-filing of the instant report.
For good cause shown, it is respectfully submitted that the public interest would be served by a

grant of this request.

In other instances, the Commission has granted waivers to allow the late filing of required
documents when the public interest is service by allowing such filings. See, e.g., In the matter of
Forty-one Late-Filed Applications for Renewal ofEducational Broadcast Service Stations, DA



07-205,22 FCC Rcd 879, (Jan. 25, 2007); Junior College District ofMetropolitan Kansas City,
Missouri, DA 06-2381,21 FCC Rcd 13770 (WTB 2006); City Page & Cellular Services, Inc.
d/b/a City Beepers, DA 02-3558, 17 FCC Rcd 26109 (WTB 2002)(Long form application
deadline waived because applicants were unaware of deadline); NPCR, Inc., Petition for Waiver
ofRule Section 54.8026, DA 07-110,22 FCC Rcd 560, (WCB 2007)(ETC Certification report
deadline waived).

If you have any questions regarding this matter, please contact me.

Respectfully submitted,

UtA-vPf)(~
Richard D. Rubino
Attorney for Omnicom Paging Plus, LLC
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Marlene H. DortcJ:,~ SeereI8Yj
Federai Commul1.icatiOlJ-~ Commission
Office of tbe SecretaTy
445 12th Street, SW
Washington, DC 20554

A!lJi)(",,1 47 CF.R. § M.2il09{e) CPNI CerimcitTI\>Il
lEE Dod,et 06-36

Annual 64.2009(e) erNl Certification for 2007

Date ofexecution: September.~ 2008

Name ofCompany covered by this certification:

Form 499 Filer ID: 812191

Oronicom Paging Plus, LLC

NaTne of Officer signillg: .4.lJgelina Hickmau

Title of Oftlcer sigplng: Managing Member

J, Angelina Hickman, certify that 1 am an officer of the Company named above, and
acting as an agent of the CompaIlY. that r. have personal knowledge that the Company has
established operating procedures that are adequate to (:nsuril compliance with the Commission's
CPNI rules. See 47 C.F.R. § 64.2001 et seq.

Attached to tIris certification as hllitit ] is an aCCOmpih"1ying statement explaining how
the Company's procedures ensure that the Company is in compliance with the requirements set
forth in section 64.2001 et seq. of the Commission's rules.

The Company has not taken any actions (proceedings instituted or petitioJls filed by a
company at either state corr.unission~ the cou.rt system7 or at the Commission against data
brokers) against data brokers in "t.>'e past year. Companies must report on any information that
they have with respect to the processes pretexters are tlsi!Jg to attempt to access CPN!, and what
steps companies are taking to protect CPN!.

The Compa-'ly has not received any customer complaints in the past year concem1ng the
unauthorized release ofCPNT (trull1ber ofcustorner complaints a company has received related to
unauthmized access to C1:'1\'1, or unauthorized disclosure of CPNl, broken down by category or
complaint, e.g, instances of improper access by employees, instances of improper disclosure to
individuals not authorized to receive thc informatioIl, or instances of improper access to online
iniormation by individuals not authorized to view the Information).

----:::=-: ~~-c:-=<~_
cc: Telecommunications Consumers Division, Enforcement Bureau

Best Copy and PrlDiing, Inc.



Ey.hibit j

OMNICOM rAGING PLUS, LLC

STATEMENT Efi..'"PU.J1'<'TNG HOW THE COMPANY'S OPERATING PROCEDURES
ENSURE COMPLIANCE WITH Tl:llE FCC'S CPNI RULES

ePNI is defined in Section 222(f) of !he Communications Act as (A) information that relates
to the qua'ltity, technical configuration, type, destination, and &nounl of use of a
tel.ecomffirullcatiot',s service subscribed to by any customer of a telecommunications carrier,
and that is made available to the carrier by the customer solely by virtue of the carrier·
customer relationship; and (B) infom.ation contained in the biils pertaining to telephone
exchange service or telephone toll service received by a customer of a carrier (except that
CPNI does not include subscriber list inlbm1ation).

Generally, CPNI includes personal h'1fonnJ.tion regarding a consumer's use of his Of her
telecommunications services. CPNI encompasses infcrmation such as: (a) the telephone
numbers called by a consumer; (b) the telephonc numbers cal1ing a. customer; (e) the time,
loca.tion and duration of a consumer's outbourld and inbound phone caBs, and (d) Lhe
telecommunications ffild information services purchased by a consumer. The only CPNI
generated by the CompactlY is the telecommunications and infoffi'lation services purchased by
a consumer,

Call detail infonnation (also known as "call records") is a category of CPNI that is
particularly sensitive froTa a fynVacy standpoint and. that is soug..ltt by pretextets, hackers and
other unauthorized eDtltics for illegitimate pllTpOses. Call demil includes "roy information
that pertains to ilie tr.msmission of a specific telephone call, including t.l}e number called (lor
outbound calis)., the 'Humber from w!'Jch the can was placed (for inbol!Ild calls), and the date,
time, location and/or duration of the call (fer all calls). The Company does not generate any
call detail information.

The Company recognizes that CPNI inclndes infOrIUf.$tion that is personal and indi"viduaHy
identifiable, and thJt privacy concerns have lad Cong,ess and the fCC to impose restrictions
upon Us use arid d1sc1osure, and upon the provision of access to it by individuals or entities
inside and ou/sid" th" Company.

The Company has designated a CPNI Compliance Officer who is respon,ible for: (1)
communicating w'ltb the Company's attorneys reg&ding CPl\TJ: responsibilities, requirements
and restrictions; (2) supervising the training of any COmp311y ernployees and agents VJho use
or have access to CPNi; (3) supervising the usc, disclosure, distribution or access to ilic
Company's CPN'I "by L.'1Oepcndent contractors and joint venture pa..ttners; (4) rt'ialDtaining
records regardi..'1g the use of CPr-H in any n1arketing ca.mpaigns the COff!pany might conduct



in the future (it has conducted nOlle for some t1me); and (5) recewmg, reviewing and
resolving questions or issues regarding use, disclosure, distribution or provision of access to
CPNL

Company employees and agents that may deal wit.h CPNl have been informed thS! t,'lere are
substantial federal restrictions UpOD epN} use, distribution lL'1d access. In order to be
authorized to use or access the Company's CPN!, employees and agents must receive
training with respect to the requirements of Section 222 of the Communications Act and the
FCC's CPN} Rules (Subpart U ofPart 64 of the FCC Rules).

If an agent, independent contractor or joint vent'ute partner ever receives or is allowed to
access or use the Company's ePNI, the agent's, independent coutractor's or joint venture
partner's agreement with the Company must contain provisions (or t.I,e Company and the
agent, independent eMIT-actor or joint venture partner must enter into an additional
confidentiality agreement which provides) that: (a) Ihe agent, independent contractor or joint
venture partner may use the CPNl only for the purpose for which the CPJ\lI has been
pr(lvided; (b) the agent, independent contractor or joint venture partner may not disclose or
distribute the CPNl to, or allow access to the CPN! by, a.Il)' other party (unless the agent,
independent c(}ni:rocwr or joint venture partner is expressly and specifically required to do ~o

by a court order); and (c) the agent, independent contractor or joint venture partner must
implement appropriate and specific saJeguards e.cceptable to the Company to ensure the
confidentialitj of the Company's CPNI.

1. The COmpfh'1y rnay, aHer recelvmg an appropriate ·written request from a customer,
disclose or provide the customer's CPNI to the customer by sending it to the customer's
address or record. Au) and all such customer requests: (I) must be made in writing; (2) must
include the customer's correet billing MIne and address and telephone nUInber; (3) must
specify exactly what type or types of C!'NI must be disclosed or provided; (4) must specify
the time period for which thc CPNI must be di~closed or provided; and (5) ffillilt be signed by
the customer.

2. The C01l1pallY ",~ll provide a eustomer's ePNI to a law enforcement agency in accordance
with applicable legal requh""'ements.

3. The Company does not have any caE detail information, and therefore has not collected
any cu~tomer passwords and/or "shared secret" question-answer combinatioill\ from any of
its customers Grder to authenticate the identity of customers requesting call detail
infO'onation over ilie te1ephone.

4. Company employees authenticate 11.11 telephone requests for epN! either (a) by send the
requested infoIT.aation to k1.e customer?s postal or electronic ~':address of record~" (see
definition above);~~ or (0) by call the cDstnrncr back at the cu.stor.aer's '"telephone rrUlnber of
record" (see defi...rritto:a above) with the requested irJOnnaUDJ1_



5. The Company has adopted a policy that it docs not a11d win not usc, disclose or permit
access to CP,'Jf by an affiliate.

6. When an existing customer calls the Company to inquire about or order new, additional or
modifIed services (in-bollnd marketing), the Company may use the customer's erNI other
than call detail CPNI to assist the customcr for the duration of the customer's caB if the
Company provides the customer with the oral notice required by Sections 64.2008(0) and
64.2008(f) ofthc fCC's Rules and after the Company authenticates the customer.

7. The Company has adopted a policy tha.t it does not arid will not use, disclose, or permit
access to epm in connection with Company-initiated marketing of services to which a
customer docs no! already subscribe from the Company (out-bound marketing).

8. The Company's employees and billing agents may use ePNI to initiate, render, billlilld
collect for telecommunications services. The Company may obtain. information from new or
existing customers that may constitute erN! as part of applications or requests for new,
additional or modifiad services, and its employees and agents may use such customer
information (wit.itout fimher customer approval) to initiate and provide the services.
Likewise, the Company's employees and billing agenL~ may use custorflcr service and calling
records (,,'il!-,out customer approval): (a) to bill customers for services rendered to them; (b)
to investigate a.'1a resolve disputes with customers regarding their bills; and (c) to pursue
legal, arbitration, or other processes to collect late or unpaid bills from customers.

9. The Company's employees and agents may use CPNl without customer approval to
protect the Company's rights or property, Elila to protect users and other carriers from
fraudulent, abusive o[ mega! use of (or subscription to) the telecommunications service from
whkh the CPNI is derived. Bec?J.lse allegations and investigations of imud, abuse and illegal
use constitute very ser,sitive matters, a:r.y access, use, disclosure or distribution of CPNT
pursuant to this Section must be expressly approved in advance and in writing by the
Company's CPNI Comp!i;mce Officer.

10. The Company's employees, agents, independent contractors and joint venture partners
may NOT use ePNi to identity or track custor"ers who have made calls to, or received calls
from, competing carriers. Nor may the Compal1y's employees, agents, independent
contractors or joint venture partners use Ot disclose CPl\lI f,0t personal. reasons or profit

1J• Company policy mandates 1:l'1at files containi.'1.g CPNI be maintained in a secure maD.I1er
sueh that tbey C&JInot /),3 used, accessed, disclosed or distributed by unauLh.orized individuals
or in an unauLh.orized m8Fner.

12. Paper files contairJTlg CP1\TI are kept 111 secure areas~ and 1:0ay not be used~ rern.oved, or
copied in an unalltl10rized manner.

13. Company e.rn-ployees~ 2.g0nts~ L'ldepende.nt COf.!.tractors and joint venture pa..rtnetS are
required to notifY the CPNi CompEcJ:lce Officer of any access or security problerns tl,.cy
encounter ihith respect tD files cODta1..tlin@ CPNI.



14. After December 8, 2007, the Company will notify customers immediately of certain
changes in their accounts that may affect privacy or security matters.

a. The types of changes that require immediate notification include: (a) change Of request
for change of the customer's password; (b) change or request for cb..ange of the
customer's address of record; (c) change or request for change of any significant element
of the ctlStomer's online accooot; and (d) a change or request for change to the
customer's responses with respect to the back-up means of authentication for lost or
forgotten passwords.

b. The notice may be provided by; (a) a Company cal! or voicemail to the customer's
telephone Il'JIn.ber of record; (b) a Company text message to the customer's telephone
numbcr of record; or (c) a written notice mailed to the customer's address ofrecord (to
the customer's prior address of record if W.e change includes a change in the customcr's
address of record).

c. 111e notice must identifY only the general type af change and must not reveal the
changed informatton.

J5. Since December 8, 2007, the Company must provide @ initial notice to jaw enforcement
and a subsequent notice to the customer if a security breach results in the disclosure of the
customcr~$ CP~'I to a ttJrd p2L'tiy "'vvithout the cliStome'f~s authorization.

a. As soon as practicable (<md in no event more than scven (7) days) after the Company
discovers that 11 person (without authorization or exceeding authorization) has
intentionally gained access to, used or disclosed CN!, the Company ffillst provide
electronic notificatiolJ. \If such breach to the United States Secre1 Servicc and to the
Federal Bureau of Investigation via. a central reporting facility accessed through a link
maintained by thc pec at h!tp;llwww.lcc.aov/eb/cpnL-_. -

16. Since December 8, 2007, the Company will provide customcrs with acccss to C?N! at its
retail location". jf the customer presents a valid photo lD and the valid photo lD matches the
name on me account.

17. Since December 8, 2007, the Company takes reasonable .,.ncasures to discover and protect
against activity thaI is indicative of pretcxtirig including requimlg Company employees,
agents, independent contractors a.nd joint venture pattoers to notify the CPNI Compliance
Officer immediately by voiee.voicemaii or email of: (a)I'iT'y suspicious or unusual call
requesting a customer's call detail information or other CPNI (including a caB where the
caller furnishes an incorrect password or incoYTect a..swer to one 0', both of the "shared
secrcf' question~ar.8\veT cO'fnbinations); (0) any susp'fclous or unusucl attempt by an
individual to char.:ge a customer"'s password or account infonnatlO£1 (including providing
inadequate or inappropriatc identification or incom,ct "address OT record," "telephone



number of record" or other significant service infonnation); (c) any and all discovered
instances where access to the Company's electronic files or databases contaiJJing passwords
or CPNI was denied due to the provision of incorrect logiDS and/or passwords; and (d) any
complaint by a customer of l,mamhorized or Lrmppropriale use or disclosure of his or her
CPNI. Thc CPNT Compliance Officer will request fu:r<J1er information in writing, and
investigate or supervise the investigation of, any incidcnt or group of incidents that
reasonably appear to entail prctexting.

In addition to the specific matters required to be reviewed and approved by the Company's
CrNl Complia."cc Oftlcer, employees and agents, independent contractors and joint venture
partners arc strongly encouraged to bring lll1y a..'1d all other qUE»'tions, issues or uncertainties
regarding the lJSe, disclosure, or access to CPNJ to the allention of the Company's CPNI
Compliance Officer for appropriate investigation, review and guidance. The extent to which
a particular employee or agent brought a CPN1 matter to the attention of the e?N}
Compliance Offk;cr and received appropria,e guidance is "- material consideration in any
disciplinary action brought against the cmployc-e or agent (or impermissible use, disclosure
or access to CPNL

The Company has informed its employees and agents, independent contractors and joint
venture part11ers that ,I considers compliance with the CommUflieatioDs Act and FCC Rules
regarding the use, disclosure, and access to CP~Tf. to be very itnportant.

ViOlation by Compwy employees Qr agents of sllch CPNl requirements will lead to
disciplinmy action (including rcmedi9J t,ailling, reprimands, unfayorab!e perfomiOmce
revlews~ probation~ 3nd tetrl'Jnation), dependulg upon the C1TcumstrLtlces of the violation
(including L};e severity of til" violation, whether L!:le violation was a 11t8t time or repeat
violation, whether appropriate guidance was sought or reoeived frorn the crNl Compliance
Officer, and the extent to wt>ich the violation was or Wi:S 110t deliberate or malicious).

Violation by Company indepl:l1dent colitr2!etors or joint venture lXL'ilJerS of such CPN1
rcquiremertts will lead to prompt disciplinary action (up to and including rel:nedial training
and termination cfthe contract).


